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same person or entity found to have 
committed the same rule violation 
within a rolling twelve month period. 

§ 38.159 Ability to obtain information. 
A designated contract market must 

have the ability and authority to ob-
tain any necessary information to per-
form any function required under this 
subpart C of the Commission’s regula-
tions, including the capacity to carry 
out international information-sharing 
agreements as the Commission may re-
quire. Appropriate information-sharing 
agreements can be established with 
other designated contract markets and 
swap execution facilities, or the Com-
mission can act in conjunction with 
the designated contract market to 
carry out such information sharing. 

§ 38.160 Additional sources for compli-
ance. 

Applicants and designated contract 
markets may refer to the guidance in 
appendix B of this part to demonstrate 
to the Commission compliance with 
the requirements of § 38.150 of this part. 

Subpart D—Contracts Not Readily 
Subject to Manipulation 

SOURCE: 77 FR 36700, June 19, 2012, unless 
otherwise noted. 

§ 38.200 Core Principle 3. 
The board of trade shall list on the 

contract market only contracts that 
are not readily susceptible to manipu-
lation. 

§ 38.201 Additional sources for compli-
ance. 

Applicants and designated contract 
markets may refer to the guidance in 
appendix C of this part to demonstrate 
to the Commission compliance with 
the requirements of § 38.200 of this part. 

Subpart E—Prevention of Market 
Disruption 

SOURCE: 77 FR 36700, June 19, 2012, unless 
otherwise noted. 

§ 38.250 Core Principle 4. 
The board of trade shall have the ca-

pacity and responsibility to prevent 

manipulation, price distortion, and dis-
ruptions of the delivery or cash-settle-
ment process through market surveil-
lance, compliance, and enforcement 
practices and procedures, including: 

(a) Methods for conducting real-time 
monitoring of trading; and 

(b) Comprehensive and accurate trade 
reconstructions. 

§ 38.251 General requirements. 

A designated contract market must: 
(a) Collect and evaluate data on indi-

vidual traders’ market activity on an 
ongoing basis in order to detect and 
prevent manipulation, price distortions 
and, where possible, disruptions of the 
physical-delivery or cash-settlement 
process; 

(b) Monitor and evaluate general 
market data in order to detect and pre-
vent manipulative activity that would 
result in the failure of the market 
price to reflect the normal forces of 
supply and demand; 

(c) Demonstrate an effective program 
for conducting real-time monitoring of 
market conditions, price movements 
and volumes, in order to detect abnor-
malities and, when necessary, make a 
good-faith effort to resolve conditions 
that are, or threaten to be, disruptive 
to the market; and 

(d) Demonstrate the ability to com-
prehensively and accurately recon-
struct daily trading activity for the 
purposes of detecting trading abuses 
and violations of exchange-set position 
limits, including those that may have 
occurred intraday. 

§ 38.252 Additional requirements for 
physical-delivery contracts. 

For physical-delivery contracts, the 
designated contract market must dem-
onstrate that it: 

(a) Monitors a contract’s terms and 
conditions as they relate to the under-
lying commodity market and to the 
convergence between the contract 
price and the price of the underlying 
commodity and show a good-faith ef-
fort to resolve conditions that are 
interfering with convergence; and 

(b) Monitors the supply of the com-
modity and its adequacy to satisfy the 
delivery requirements and make a 
good-faith effort to resolve conditions 
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